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1
Decision/action requested

SA3 is kindly requested to approve the proposed conclusion to key issue #3.3 in TR 33.866.
2
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3
Rationale

This contribution proposes the conclusion to the key issue #3.3 (Ensuring restrictive transfer of ML models between authorized NWDAF instances) that no normative work is needed, according to the progress of normative work in SA2 in TS 23.288 [1]. 
According to TS 23.288 [1], it is specified in Rel-17 that:

· NWDAF(AnLF), the NWDAF containing the analytics logical function,  is the only consumer of NWDAF(MTLF), the NWDAF containing the model training logical function.
· Roaming architecture does not apply in Rel-17.
In the same PLMN, both NWDAF(AnLF) and NWDAF(MTLF) belong to the same operator. Therefore the threat (copied below in italic) in the key issue #3.3 does not apply. 
“If ML models are shared with an NF, which is not authorized, proprietary and sensitive implementation-specific information may be leaked.”
NWDAF(MTLF), regardless its vendor, is owned by the operator. When the models of NWDAF(MTLF) are consumed by the same operator’s NWDAF(AnLF), there is no threat for proprietary and sensitive information leakage, as both are owned by the same operator. There is the threat of unauthorized NFs accessing the service of NWDAF(MTLF). However, aunthorized service access can be taken care of by current SBI authorization mechanism.  
Key issue #3.3 also refers to the conclusion of the SA2 stduy TR 23.700-91 that"Sharing of models or model meta data is limited to single vendor environments." But this limitation comes from the fact that a NWDAF(AnLF) may not be able to understand (semantics-wise) and hence unable to use the model of a NWDAF(MTLF) from a different vendor. This is not security related. 

Therefore, this conclusion proposes that no normative work is needed for key issue #3.3.
4
Detailed proposal

******************   Start of Change ******************
7
Conclusions
7.1
Conclusions on Key Issue #1.1
Solution #6 is recommended as baseline for integrity protection of data transferred between AF and NWDAF.
7.X
Conclusions on Key Issue #3.3
There is no normative work needed for key issue #3.3.
******************   End of Change ******************
